
	

	Course topic
	RISK MANAGEMENT



	Language of the training
	Polish, English


	Organisation 
	Fundacja Forum Edukacji



	Target audience
	Persons aged 15 and over

	Aims of the training
	Main Objective:
Developing skills to support the process of anticipating and minimizing risk.
Specific goals:
- the student is able to define, analyze and react to potential threats in the project that have not yet happened

	Number of hours
	90 min 


	Teaching methods:
	- heuristic chat
- brainstorm
- teamwork


	Teaching tools used during the training
	blackboard or flipchart, chalk or markers, pens; additional materials

	Learning outcomes
	
- competence growth surveys


	Trainer
	Sylwester Karnas


	Detailed programme
	Introduction:
Theoretical introduction to the topic - information for the lecturer
The risk management plan is a document that details how your team identifies, analyzes and responds to potential project risks that have not yet occurred.
A risk in a project is anything that can hinder its implementation by: delaying the project timeline, going over budget, or degrading project performance in any other way.
A problem in a project is something that already interferes with its implementation. Problem solving is a reactive approach, not a proactive one.
An effective risk management plan will allow you to respond to any potential threat that may arise during the project life cycle and minimize its effects so that the project stays on track, stays on budget and stays on target.
A good project risk management plan is not reactive but proactive. It is best to create it in the project planning phase. You can then most accurately identify any hazards and their potential impact, and monitor hazards throughout the project. Instead of getting caught unprepared, you'll notice these threats when they start to cause trouble.
If, on the other hand, you want to address risks in a project that has already started, consider using the theory of constraints, which helps identify the weakest link in a project or process and deal with the effects of the threat.
Project management is about identifying, planning and monitoring potential threats. Not everything will go wrong, and it's even possible that everything will go right.
Risk minimization plan:
1. Identification
To identify risks, create a project risk management plan by gathering all potential risks to the project. A threat is anything that may have a negative impact on the schedule, budget, or success of the project.
There are a number of different ways to start the hazard identification process, including:
Project stakeholder interview: The best way to identify project risks is to ask stakeholders, management and subject matter experts. If they have carried out similar projects in the past, ask what threats they have encountered and how you can protect yourself against them. Even if they have not carried out similar projects, remember to talk to the project's key stakeholders in order not to overlook any of the important risks in the project.
Brainstorm potential risks with your project team: Your project team is the people you will be working with on a project every day. Before starting its implementation, ask each other what they consider to be potential threats and consider conducting a brainstorming session to identify serious threats that may affect your Project. Assumptions are all your beliefs about the design that are not proven facts. You can base design decisions on your assumptions, even unconsciously. However, by doing so, i.e. without documenting and validating assumptions, you put the project at risk. If your assumptions turn out to be untrue, the foundations of your project may lose stability, and thus threaten the successful implementation of the project.

Checklist Checklists: Make sure your team or department has a checklist of general hazards. If not, start creating it yourself to make it easier for you to carry out projects in the future.
Create a Risk Matrix: The risk assessment matrix divides the threat severity level into four categories: catastrophic, critical, marginal and minor. This helps determine which threats need to be addressed first.
Once you have identified important risks, record them in the risk log. As the name suggests, the Threat Log is a list of all the hazards in your project. Your hazard record should answer a number of questions about identified, known hazards, including:
- What are the chances of this threat occurring?
- What is the likelihood of this hazard occurring?
- What will be the impact and severity of this threat?
- What is our response plan to this threat?
- Who is responsible for this threat?
2. Analysis
For each identified threat, analyze the probability of its occurrence, the degree of significance and the response plan. Depending on the complexity of the threats in your project, consider conducting a risk analysis together with the project team or key stakeholders. To determine severity, consider how the threat will affect the achievement of the project's objectives. Will it delay the schedule, jeopardize the budget, or reduce the impact of the project's end products? Then, for each threat, develop a response plan. This isn't necessarily something you need to do now, but rather something your team will do to quickly make changes and address the threat.
3. Defining priorities
To prioritize your threats, ask yourself the following question: "Based on the threat record and analysis, which threat is most likely to occur and is the most likely to threaten the success of your project?" Threats that should be addressed first are those that have a high probability of occurrence and a high degree of severity. You should monitor and respond to all potential threats, but it is these threats that should be given the most attention and checked as often as possible.
4. Determination of responsibility
This step is optional, but recommended. Even though the threats you have identified have not yet occurred, it is a good idea to designate a person responsible for the threat in advance so that team members are prepared. Such a person should not only monitor a given threat, but also develop a plan to mitigate it
5. Monitoring
At this stage, the implementation of your project has already started and is happily moving towards the final goals of the project. However, remember to actively monitor threats to avoid unpleasant surprises. For this purpose:
Send regular status updates to keep the team and project stakeholders up to date. Remember: risk management should be proactive, not reactive.
Randomly contact people managing individual threats. Every responsible person should monitor their hazard for dangerous signals. As a project manager or team leader, talk to them regularly to make sure things are going well.
Check the threat log for changes. When the probability of a given hazard changes, the hazard register is updated and the change should be marked accordingly in the register. Like most components of project management, your risk management plan should be a dynamic document that your team members use to keep you up-to-date.
Collaboration is very important in the risk monitoring process. Quite often there are potential issues or new risks that a team member has spotted but didn't feel comfortable reporting right away. You must remember that you are building a culture of team cooperation, openness and honesty.
6. Reaction
When the threat materializes, it's time to react. With a hazard record and risk management plan in place, you have a great contingency plan for this eventuality.
Remember: risk management is not meant to prevent a threat from occurring (although it helps). Rather, it is preparing for potential risks and developing a good plan for such an eventuality so as not to be caught off guard.
Exercise:
1. Divide into 2 groups of 6 people and write down a risk management plan in any way according to the instructions above


Summary:
A round and discussion about how thinking about possible risks affects the quality of team work?







